**实验二 凯撒密码及单表置换**

**一、实验目的**

1. 掌握凯撒密码的基本原理，了解其加密和解密的具体过程。

2. 学习实现凯撒密码的移位置换操作，输出不同形式的密文，包括大小写混合、全大写和全小写形式。

3. 理解单表置换的基本概念和实现方法，掌握其在加密中的应用。

**二、实验原理**

**1. 凯撒密码**

替代密码算法的原理是使用替代法进行加密，就是将明文中的字符用其它字符替代后形成密文。例如，明文字母a、b、c、d，用D、E、F、G做对应替换后形成密文。

替代密码包括多种类型，如单表替代密码、多明码替代密码、多字母替代密码、多表替代密码等。凯撒密码是一种简单的替换加密技术，其基本思想是将字母表中的每个字母通过固定的偏移量进行移位替换。例如，假设偏移量为*k*，则明文中的每个字母*c*替换为![](data:image/x-wmf;base64,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)，其中，*n*为字母表的长度，*c*和*c′*分别表示明文和密文字母对应的索引值。凯撒密码的解密过程是加密的逆过程，偏移量为*−k* ：![](data:image/x-wmf;base64,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)。

此外，为了适应不同的输出需求，可以在加密完成后对密文格式进行处理（如转换为全大写、全小写或大小写混合）。

**2.置换密码**

置换密码算法的原理是不改变明文字符，只将字符在明文中的排列顺序改变，从而实现明文信息的加密。置换密码有时又称为换位密码。

单表置换是实现置换密码的一种常用方法，在算法中维护着一个置换表，这个置换表记录了明文和密文的对照关系。当没有发生加密（即没有发生置换）之前，其置换表如表1所示。

**表1 加密前的置换表**

|  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| a | b | c | d | e | f | g | h | i | j | k | l | m |
| A | B | C | D | E | F | G | H | I | J | K | L | M |
| n | o | p | q | r | s | t | u | v | w | x | y | z |
| N | O | P | Q | R | S | T | U | V | W | X | Y | Z |

在单表置换算法中，密钥是由一组英文字符和空格组成的，称之为密钥词组。将密钥填入置换表，如果遇到重复的字符则忽略，接着按原表顺序填充，忽略重复字符。例如当输入密钥词组：CRYPTO后，对应的置换表如表2所示。

**表2 加密后·的置换表**

|  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| a | b | c | d | e | f | g | h | i | j | k | l | m |
| C | R | Y | P | T | O | A | B | D | E | F | G | H |
| n | o | p | q | r | s | t | u | v | w | x | y | z |
| I | J | K | L | M | N | Q | S | U | V | W | X | Z |

密钥CRYPTO，后序ABD……WXZ则是密钥词组中未出现的字母按照英文字母表顺序排列成的。密钥词组是生成置换表的核心参数，它为加密过程提供了灵活性和可定制性，同时也直接影响了密文的形式和解密的难度。

**三、实验内容**

1. 凯撒密码的移位置换

 输入明文字符串和偏移量*k*。

 实现凯撒密码的加密算法，输出以下四种格式的密文：大小写不变、大小写互换、全大写、全小写。

 实现凯撒密码的解密算法，验证加密和解密的正确性。

2. 单表置换

实现基于置换表的加密和解密算法。输入明文字符串，通过置换表加密生成密文，随后解密以恢复原始明文。

**四、实验报告要求**

实验报告正文部分格式及内容如下：

实验目的：给出本次实验所涉及并要求掌握的知识点。

实验内容：给出实验的具体内容。

实验代码：给出实验时所实现的核心代码，展示算法的实现过程。

实验结果：给出实验的实际运行结果，并分析实验结果，验证算法的正确性和效率。

实验总结与心得：总结实验过程，分析实验中出现的问题及解决方法，总结实验的心得体会，并提出实验的改进意见。